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Abstract: In recent years an efficient design of a Wireless Sensor Network has become a leading area of 

research. A Sensor is a device that responds and detects some type of input from both the physical or 

environmental conditions, such as pressure, heat, light, etc. The output of the sensor is generally an electrical 

signal that is transmitted to a controller for further processing. A Wireless sensor network can be defined as a 

network of devices that can communicate the information gathered from a monitored field through wireless 

links. The data is forwarded through multiple nodes, and with a gateway, the data is connected to other 

networks like wireless Ethernet. WSN is a wireless network that consists of base stations and numbers of nodes 

(wireless sensors).These networks are used to monitor physical or environmental conditions like sound, 

pressure, temperature and co-operatively pass data through the network to a main location. Wireless sensor 

network refers to a group of spatially dispersed and dedicated sensors for monitoring and recording the 

physical conditions of the environment and organizing the collected data at a central location. 
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I. Introduction 
Wireless Sensor Networks (WSNs) can be defined as a self-configured and infrastructure-less wireless 

networks to monitor physical or environmental conditions, such as temperature, sound, vibration, pressure, 

motion or pollutants and to cooperatively pass their data through the network to a main location or sink where 

the data can be observed and analysed. A sink or base station acts like an interface between users and the 

network. One can retrieve required information from the network by injecting queries and gathering results from 

the sink. Typically a wireless sensor network contains hundreds of thousands of sensor nodes. The sensor nodes 

can communicate among themselves using radio signals. A wireless sensor node is equipped with sensing and 

computing devices, radio transceivers and power components. The individual nodes in a wireless sensor 

network (WSN) are inherently resource constrained: they have limited processing speed, storage capacity, and 

communication bandwidth. After the sensor nodes are deployed, they are responsible for self-organizing an 

appropriate network infrastructure often with multi-hop communication with them. Then the onboard sensors 

start collecting information of interest. Wireless sensor devices also respond to queries sent from a “control site” 

to perform specific instructions or provide sensing samples. The working mode of the sensor nodes may be 

either continuous or event driven. Global Positioning System (GPS) and local positioning algorithms can be 

used to obtain location and positioning information. Wireless sensor devices can be equipped with actuators to 

“act” upon certain conditions. 

 

 
Figure 1. A typical Wireless Sensor Network 
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II. Applications Of Wireless Sensor Network 
Wireless sensor networks have gained considerable popularity due to their flexibility in solving 

problems in different application domains and have the potential to change our lives in many different ways. 

WSNs have been successfully applied in various application domains such as, 

Military applications: Wireless sensor networks be likely an integral part of military command, control, 

communications, computing, intelligence, battlefield surveillance, reconnaissance and targeting systems. 

Area monitoring: In area monitoring, the sensor nodes are deployed over a region where some phenomenon is 

to be monitored. When the sensors detect the event being monitored (heat, pressure etc), the event is reported to 

one of the base stations, which then takes appropriate action. 

Transportation: Real-time traffic information is being collected by WSNs to later feed transportation models 

and alert drivers of congestion and traffic problems. 

Health applications: Some of the health applications for sensor networks are supporting interfaces for the 

disabled, integrated patient monitoring, diagnostics, and drug administration in hospitals, tele-monitoring of 

human physiological data, and tracking & monitoring doctors or patients inside a hospital. 

Environmental sensing: The term Environmental Sensor Networks has developed to cover many applications 

of WSNs to earth science research. This includes sensing volcanoes, oceans, glaciers, forests etc. Some other 

major areas are listed below: 

 Air pollution monitoring 

 Forest fires detection 

 Greenhouse monitoring 

 Landslide detection 

 

III. Design Issues Of A Wireless Sensor Network 
There are a lot of challenges placed by the deployment of sensor networks which are a superset of 

those found in wireless ad hoc networks. Sensor nodes communicate over wireless, lossy lines with no 

infrastructure. An additional challenge is related to the limited, usually non-renewable energy supply of the 

sensor nodes. Let us now discuss the individual design issues in greater detail. 

Fault Tolerance: Sensor nodes are vulnerable and frequently deployed in dangerous environment. Nodes can 

fail due to hardware problems or physical damage or by exhausting their energy supply. We expect the node 

failures to be much higher than the one normally considered in wired or infrastructure-based wireless networks. 

Scalability: Sensor networks vary in scale from several nodes to potentially several hundred thousand. In 

addition, the deployment density is also variable. For collecting high-resolution data, the node density might 

reach the level where a node has several thousand neighbours in their transmission range. 

Production Costs: Because many deployment models consider the sensor nodes to be disposable devices, 

sensor networks can compete with traditional information gathering approaches only if the individual sensor 

nodes can be produced very cheaply. 

Sensor Network Topology: Although WSNs have evolved in many aspects, they continue to be networks with 

constrained resources in terms of energy, computing power, memory, and communications capabilities. 

Transmission Media: The communication between the nodes is normally implemented using radio 

communication over the popular ISM bands. However, some sensor networks use optical or infrared 

communication, with the latter having the advantage of being robust and virtually interference free. 

 

IV. Structure Of A Wireless Sensor Network 
4.1. Star network (single point-to-multipoint): 

A star network is a communications topology where a single base station can send and/or receive a 

message to a number of remote nodes. The remote nodes are not permitted to send messages to each other. The 

advantage of this type of network for wireless sensor networks includes simplicity, ability to keep the remote 

node’s power consumption to a minimum. 

 

 
Figure 2. A Star network topology 
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4.2. Mesh network (Wilson, 2005) 

A mesh network allows transmitting data to one node to other node in the network that is within its 

radio transmission range. This allows for what is known as multi-hop communications, that is, if a node wants to 

send a message to another node that is out of radio communications range, it can use an intermediate node to 

forward the message to the desired node. This network topology has the advantage of redundancy and 

scalability. 

 

 
Figure 3. A Mesh network topology 

 

4.3. Hybrid star – Mesh network (Wilson, 2005) 
A hybrid between the star and mesh network provides a robust and versatile communications network, 

while maintaining the ability to keep the wireless sensor nodes power consumption to a minimum. In this 

network topology, the sensor nodes with lowest power are not enabled with the ability to forward messages. 

This allows for minimal power consumption to be maintained. 

 

 
Figure 4. A Hybrid Star – Mesh network topology 

 

V. Structure Of A Wireless Sensor Node 
A sensor node is made up of four basic components such as sensing unit, processing unit, transceiver 

unit and a power unit which is shown in Fig. 5. It also has application dependent additional components such as 

a location finding system, a power generator and a mobilizer. Sensing units are usually composed of two 

subunits: sensors and analogue to digital converters (ADCs). The processing unit is generally associated with a 

small storage unit and it can manage the procedures that make the sensor node collaborate with the other nodes 

to carry out the assigned sensing tasks. A transceiver unit connects the node to the network. One of the most 

important components of a sensor node is the power unit. Power units can be supported by a power scavenging 

unit such as solar cells. The other subunits, of the node are application dependent. 

 

 
Figure 5. The components of a sensor node 
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VI. Communication Structure Of A Wireless Sensor Network 
The sensor nodes are usually scattered in a sensor field as shown in Fig. 1. Each of these scattered 

sensor nodes has the capabilities to collect data and route data back to the sink and the end users. Data are 

routed back to the end user by a multi-hop infrastructure-less architecture through the sink as shown in Fig. 1. 

The sink may communicate with the task manager node via Internet or Satellite. 

 

 
Figure 6. Wireless Sensor Network protocol stack 

 

The protocol stack used by the sink and the sensor nodes is given in Fig. 6. This protocol stack 

combines power and routing awareness, integrates data with networking protocols, communicates power 

efficiently through the wireless medium and promotes cooperative efforts of sensor nodes. The protocol stack 

consists of the application layer, transport layer, network layer, data link layer, physical layer, power 

management plane, mobility management plane, and task management plane. 

 

VII. Conclusion 
For designing a WSN, we need to consider different factors such as the flexibility, energy efficiency, fault 

tolerance, high sensing fidelity, low-cost and rapid deployment, above all the application requirements. 

Future research on WSN will be directed towards maximizing area throughput in clustered Wireless 

Sensor Networks designed for temporal or spatial random process estimation, accounting for radio channel, 

PHY, MAC and NET protocol layers and data aggregation techniques, simulation and experimental verification 

of lifetime-aware routing, sensing spatial coverage and the enhancement of the desired sensing spatial coverage 

evaluation methods with practical sensor model. 
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