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Abstract:Automated teller machines (ATMs) are well known devices typically used by individuals to carry out a 

variety of personal and business financial transactions and/or banking functions. ATMs have become very 

popular with the public for their availability and general user sociability. ATMs are now found in several 

locations having a regular or high volume of customer traffic. For instance, ATMs are typically found in 

restaurants, superstores, Convenience stores, shopping mall, schools, gas stations, hotels, work locations, 

banking centers, airports, entertaining establishments, transport facilities and a myriad of other locations. This 

has added new competences and features, though most of the time, the executions are registered and networking 

is not always possible. Yet there is an increasing demand for advanced banking, where appliances respond 

automatically to changing environmental conditions and can be easily controlled through one common device. 

This paper offerings a possible solution whereby the user controls devices by employing a central Field 

Programmable Gate Array (FPGA) controller to which the devices and sensors are interfaced. Control is 

transferred to the FPGA from a mobile phone through its GSM interface. ATMs are typically available to 

consumers on a continuous basis such that consumers have the ability to carry out their ATM financial 

transactions and/or banking functions at any time of the day and on any day of the week. 
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I. Introduction 
In this paper we can create the new generation ATM machine which can be operate without the ATM card. In 

this system ATM machine can be operator by using our SIM card and Face identification. When we insert our 

SIM in the reader unit of the ATM machine it transfers the mobile to the server. In server we can gather the 

related information of the mobile number (i.e.) the user’s particulars of Bank account and their photographs etc. 

This paper presents a possible solution whereby the user controls devices by employing a central Field 

Programmable Gate Array (FPGA) controller to which the devices and sensors are interfaced. According to 

increasing development of technology and in order to approaching most citizen services are presented 

electronically  

Using clever electronic cards. On the subject of this statistic, people have numerous smart cards which are 

increasing in number every day. In the face of so many advantages, these cards have various disadvantages such 

as multiplicity, difficult to carrying, inaccessibility of card readers in many places, waiting in the lines of ATMs, 

etc. In this paper we will present a new method named as multipurpose smart SIM card in order to resolve these 

problems. The Recommended SIM card, worked based on the mobile database architecture that we will discuss 

about this architecture and location dependent queries processing in it.Then we will study the difficulty of 

finding the nearby and best unoccupied ATM as a case study and at last we will propose a method to 

authenticate users in this system. 

II. Existing System: 
 Existing ATMs are convenient and easy to use for most consumers. Existing ATMs typically provide 

directions on an ATM display screen that are read by a user to provide for collaborative operation of the ATM. 

Having read the display the commands, a user is able to use and operate the ATM via data and information pass 

on a keypad. However the drawback in the existing system is that the user must carry their ATM card without 

fail. But in many cases we fail to recall it. So only we designed this system which services us in the ATM 

machine without the ATM card. 
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III. Proposed System: 
3.1BLOCK DIAGRAM: 

 

 
 

Figure (3.1)Proposed Technique 

3.2Mobile Section   

 3.2.1Status page                    
 

 

 

 
 

 

Figure(3.2)Status page 

 

 

3.3WORK FLOW OF THE PROPOSED TECHNIQUE  

 

In this proposed system we have created the new generation ATM machine which can be operator 

without the ATM card. By using this scheme ATM mechanism can be operated using our SIM and Face 

identification. When we insert our SIM in the reader unit of the ATM machine it transfers the mobile to the 

server. In server we can gather the related information of the mobile number (i.e.) the user’s particulars of Bank 

account and their photographs etc. The camera presented near the ATM machine will capture the user’s image 

and compare it with the user image in the server using MATLAB. 

 

Only when the image matches it requests the pin number and further operations will starts. Otherwise the 

process will terminate automatically. So by using this system necessity of ATM card is entirely eliminated. Here 

we can operate the ATM machine by using our SIM card itself. Using this system we can avoid malfunctions. 

Also our transaction will be greatly secured. Additionally more application can also be added in this system. 

Here we can implement multiple bank account details into one ATM and we can use one ATM card for 

withdrawing our different bank accounts. Also Another one application of this system is to find the nearest 

ATM centre which is working properly. With the help of our GSM technology. 
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IV. User Authentication Methods 

 
4.1 FACE REORGANIZATION PROCESS 

 

 
 

Figure (4.1) Step-1 

 

 

 
 

Figure (4.2) Step-2 
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Figure (4.3) Step-3 

 

 
Figure (4.4) Step-4 

 

V. Conclusion 
The VHDL code was simulated and synthesized finally it was implemented in FPGA successfully. 

During the examination we find out that the face detection using Mat lab execution, There It proves to us that 

the detection algorithm can detect the face and the ATM was operated successfully using Visual studio. Also the 

embedded smart banking security system is executed 
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